
Privacy Policy 

Published/Updated on April 5, 2024 

Part I General Provisions 

I. Special Notices 

Please read our Privacy Policy carefully, especially the underlined and bolded content, and be sure to understand how we 

process your personal information. Should you have any questions, please contact us in time (the contact information is 

provided hereunder). If you do not agree to any terms of this Privacy Policy, you should immediately stop visiting the 

official website of ICLASS2024. Your use of the service we provide means that you have read all the terms of this Privacy 

Policy, fully understand their meaning and the corresponding legal consequences, and agree to our collection, use and 

protection of your personal information in accordance with this Privacy Policy. Should you have any questions, comments 

or suggestions, please send an email to iclass2024@sjtu.edu.cn. 

II. Scope of Application of This Privacy Policy 

East Star Event Management Co., Ltd and/or its affiliates (hereinafter referred to as "the official website of ICLASS2024", 

"we", "us" or "our") attach great importance to the protection of your personal information and privacy. As a result, we 

formulate this Privacy Policy (the "Policy") in accordance with relevant laws and regulations. This Policy is applicable to the 

products and/or services that we provide to you through the official website of ICLASS2024 and/or web applications based 

on third-party network platforms (the "Services"). 

It should be noted that this Policy does not apply to services that are displayed on the official website of ICLASS2024 but 

provided to you by third parties connected to the website. 

III. Content of This Policy 

1. How we collect and use your personal information 

2. How we use cookies 

3. How we share, transfer or publicly disclose your personal information 

4. How we protect your personal information 

5. How you can access and manage your personal information 

6. How we protect the information of minors 

7. How we update this Policy 

8. How you can contact us 

Part II Definitions 

The official website of ICLASS2024 refers to the official website of ICLASS2024 as well as web applications based on third-

party network platforms. 

Affiliate refers to an entity that is controlled by, controls, or under the same control with East Star Event Management Co., 

Ltd. 

Other terms shall have the same definition as the User Agreement, unless otherwise provided. 

Part III Content of Privacy Policy 

I. How We Collect and Use Your Personal Information 

(I) How we collect personal information 

1. Types of personal information we collect 



(1) Personal information 

The personal information or sensitive personal information in this Privacy Policy are subject to the Information Security 

Technology—Personal Information Security Specification. We describe the types of information we collect and why we 

collect and use your personal information in this section (I) and section (II) hereunder. 

Personal information refers to all kinds of information recorded electronically or in other ways that can identify a specific 

natural person or reflect the activities of a specific natural person either alone or in combination with other information. 

Personal information includes personal biometric information (fingerprints, facial recognition features, voice recognition 

features, video recognition features, electronic signature features, etc.), personal identity information (ID card, Mainland 

Travel Permit for Hong Kong and Macao Residents, Mainland Travel Permit for Taiwan Residents, military officer certificate, 

passport, driver's license, work permit, social security card, residence permit, degree information, household register, etc.), 

credit and financial information (including your credit and financial related information inquired and collected through the 

Credit Reference Center of the People's Bank of China and its branches and sub-branches and other information service 

agencies based on your authorization), etc. 

(2) Sensitive personal information 

Sensitive personal information refers to the personal information that, once leaked, illegally provided or abused, may 

threaten personal and property safety and/or easily cause personal reputational damage, physical and mental health 

damage, or discrimination. 

Sensitive personal information includes personal information such as ID card number, personal biometric information, bank 

account number, property information, location data, transaction data, information of children 14 years of age or under, 

etc. 

2. How we collect personal information 

We collect your personal information in the following three ways: 

(1) Information we automatically collect 

When you use the official website of ICLASS2024, we automatically collect your login information, device information, and 

browsing information out of the needs of operation, management, security, technology improvement, product and/or 

service optimization, etc. Such information includes but is not limited to: IP address used to access the official website, date 

and time of requests, hardware and software information (such as which apps or software you've downloaded, installed or 

used), device information (such as device MAC address), device events, unique identifiers, crash reports, cookies, and 

webpages that you have browsed while using the official website of ICLASS2024. 

(2) Information you provide to us voluntarily 

When you use the official website of ICLASS2024, you voluntarily provide us with some personal information in order to use 

relevant functions and/or services, and we collect such information. Specifically: 

When you search on the official website of ICLASS2024, we collect the words you enter and other information so that you 

can quickly find the goods and/or services you need. 

When you use the official website of ICLASS2024, we collect information that you voluntarily input or upload like your 

nickname, avatar, gender, constellation, etc., to optimize your search and provide personalized services to you. 

When you make an online reservation or conduct a transaction on the official website of ICLASS2024, we collect your 

personal identity information (ID card, Mainland travel permit for Hong Kong and Macao residents, Mainland travel permit 

for Taiwan residents, military officer certificate, passport, driver's license, work permit, social security card, residence permit, 

education and degree information, household register, etc.) and your personal biometric information (fingerprints, facial 

recognition features, voice recognition features, video recognition features, electronic signature features, etc.) that you 

voluntarily provide, to help you complete the reservation or transaction successfully. 

When you report for online repair, make a compliant or give feedback on the official website of ICLASS2024, in order to 

solve your problem quickly and timely, we collect the time of your request, your location, your communication records with 



us, and other relevant information. 

(3) Information provided by an authorized third party 

When you use the official website of ICLASS2024, we collect 

information provided by a third party under your authorization in order to use the relevant functions and/or services of the 

our website. Specifically: 

If you sign up on the official website of ICLASS2024 with a third-party account like WeChat account, we collect your 

account information like your avatar, nickname, etc. 

If you would like to make payment and enjoy relevant discounts on the official website of ICLASS2024, we collect your 

credit and financial information provided to use by the Credit Reference Center of the People's Bank of China and its 

branches and sub-branches and other information service agencies under your authorization. 

With regard to the foregoing three types of information, i.e. 1) your login information, device information or browsing 

information that we automatically collect during your use of our products and/or services, 2) information you provide to us 

voluntarily, and 3) information provided by an authorized third party, if you cannot be identified separately through each 

category, each category of information does not belong to the scope of your personal information; in this case, this Privacy 

Policy does not apply and we have the right to use such information for any purpose. If you can be identified when the 

above three categories of information are used separately or in combination, such information is deemed as your personal 

information during their separate or combined use, and are processed and protected in accordance with this Privacy Policy. 

(II) How we use your personal information 

1. Purpose of information use 

We use the personal information we collect within the legal scope based on service needs for the following purposes 

(including but not limited to): providing services to you; meeting your personalized needs; developing products and 

optimizing services (for example, when our system fails, we record and analyze the information generated during system 

failure to optimize our services); ensuring security; recommending information you may be interested to you; evaluating 

and improving the effect of our promotional activities; carrying out software management like software certification, 

upgrade, etc.; inviting you to participate in surveys about our services. 

When we want to use your personal information for a purpose not covered in this Policy or use information collected for 

one purpose for other purposes, we will notify you in time and ask for your permission in advance. 

2. How the information is used 

We use your personal information in the following ways (including but not limited to): 

(1) Display 

When you use the official website of ICLASS2024, in order for you to better use our products and/or services, we may 

display your personal information like your gender, age, resume, etc. 

Please note that when we display your personal information, we will desensitize your information according to your needs 

to protect your information. 

(2) User portrait 

When you use the official website of ICLASS2024, in order for you to better use our products and/or services, we may 

analyze your personal information to form a user portrait, which is used to optimize your search or recommend products 

and/or services you may be interested to you. 

(3) Aggregation and merge 

When you use the official website of ICLASS2024, in order for you to better use our products and/or services, we may 

aggregate and merge your personal information we have collected. 

Please note that when aggregating and merging personal information, we use technical means to de-identify personal 

information, and form information, reports, etc. that do not contain personal identifiable content after analysis, statistics, 

and processing (hereinafter referred to as "anonymous aggregated data"). You understand and agree that in this case, we 



have the right, without disclosing your personal information, to commercially use the anonymous aggregated data. For 

example, we may use the anonymous aggregated data for purposes like research and development, industry analysis, 

product improvement, and compliance with laws, or share them with our third-party partners (third-party service providers, 

contractors, agents, advertising partners, app developers, etc.) and authorize such partners to use and disclose the 

anonymous aggregated data. 

In addition, in order to realize the core functions of our products and/or services or provide the services you need, the 

third-party SDK we embed may collect your personal information to ensure the normal use of functions, including but not 

limited to the following: 

A. Login with third-party account: If you sign in with a third-party account, the third-party service provider may collect your 

device information and network-related information; 

B. Location service: In order to provide you with location service, the third-party location service provider may collect your 

device information and location information; 

C. Payment service: In order to provide you with payment service, the third-party payment service provider may collect your 

device information and network-related information; 

D. Data statistics function: We may use a third-party SDK to accurately record your app activities, device information, and 

network-related information; 

E. Push service: In order to provide you with timely push notifications, we may cooperate with third-party push service 

providers and share with them your device information like operating system, manufacturer, brand and identification 

number, app list, network information, and location information. For details, please check the privacy policy of the third-

party push service provider. 

(III) Exceptions to obtaining consent for the collection and use of personal information 

According to relevant laws and regulations, we may collect and use your personal information without your consent under 

the following circumstances: 

(1) The information is directly related to national security and national defense security; 

(2) The information is directly related to public security, public health, or significant public interests; 

(3) The information is directly related to criminal investigation, prosecution, trial and execution of judgments; 

(4) The collection and use are for the purpose of protecting the life, property or other significant legitimate rights and 

interests of you or others, but it is difficult to obtain your consent; 

(5) The collected personal information has been made publicly available by yourself; 

(6) The information is collected from legally public channels, such as legitimate news reports, information disclosure of 

government departments, etc.; 

(7) The collection and use are necessary for signing and performing a contract requested by you; 

(8) The collection and use are necessary for maintaining the secure and stable operation of the services provided, such as 

discovering and troubleshooting product or service failures; 

(9) Other circumstances stipulated by laws and regulations. 

II. How We use Cookies and Similar Technologies 

(I) Use of cookies 

In order to meet your personalized needs and provide you with easier login and access experience, we store one or more 

small data files called cookies on your computer or mobile device. Cookies usually contain identifiers, site names and some 

numbers and characters. We send you cookies to simplify your login process, store information such as your searches of 

products and services, and manage your preferences. We will not use cookies for purposes not covered in this Policy. You 

can manage and/or delete cookies according to your preferences. You can clear all the cookies saved in the software, but if 

you do this, you may need to change user settings upon each visit, all the corresponding information recorded before will 

be deleted, and there may be certain impact on the security of the service. 



(II) Use of beacons 

In addition to cookies, we also use other similar technologies such as beacons. Our webpages often contain electronic 

images (called "single-pixel" gifs or "web beacons"). The use of beacons can help access certain cookies, thereby identifying 

registered users and providing them with personalized services. 

III. How We Share, Transfer and Disclose Your Personal Information 

(I) Sharing 

1. We strictly restrict the sharing of information in accordance with laws and regulations, and will not actively share your 

personal information with companies, organizations or individuals outside of us, except in the following cases: 

(1) We may share your personal information with other cooperative organizations with your explicit consent; 

(2) We may report or share your personal information according to laws and regulations or mandatory requirements of 

government departments, judicial agencies, industry associations, etc.; 

(3) To the extent permitted by laws and regulations, the share of the information is necessary to protect the interests, 

property or safety of us, our affiliates or partners, you or other users, and the public; 

(4) The share of the information is necessary for realizing the core functions of our products and/or services or providing 

the services you need; 

(5) We may share your personal information to handle your disputes with others under your request; 

(6) We may share your personal information in accordance with the relevant agreements signed with you (including 

electronic agreements signed online and applicable Terms of Service) or other legal documents; 

(7) We may share your personal information based on academic research; 

(8) We may share your personal information based on social and public interests that comply with laws and regulations. 

2. We may share your personal information with our affiliates. However, we only share necessary personal information that 

is bound by the purposes stated in this Privacy Policy. If our affiliates want to change the purpose of personal information 

use, they will ask for your authorization again. 

3. You agree that we may provide your personal information to third-party partners to process it for us, based on this 

Privacy Policy and any other appropriate confidentiality and security measures, to realize the following purposes: providing 

services to you; achieving the purposes described in the above section "I. How We Collect and Use Your Personal 

Information"; fulfilling our obligations and exercising our rights in the Terms of Service and this Privacy Policy; 

understanding, maintaining and improving our services. However, we only share your personal information necessary to 

provide services out of legal, legitimate, necessary, specific, and clear purposes. Our partners have no right to use the 

shared personal information for any other purpose. We may also share your personal information with third parties that 

support our functions, such as partners that provide infrastructure technical services, maintenance and repair, data 

processing, and other services for our products and services. Our purpose of information sharing is to realize the core 

functions of or to improve and optimize our products and/or services. 

4. We sign strict confidentiality agreements with companies, organizations and individuals with which we share personal 

information, requiring them to process your personal information in accordance with our instructions, this Privacy Policy 

and any other relevant confidentiality and security measures. 

(II) Transfer 

We will not transfer your personal information to any company, organization or individual, except in the following cases: 

1. The transfer has obtained your prior express consent or authorization; 

2. The transfer is made in accordance with applicable laws and regulations, requirements of legal procedures, or mandatory 

administrative or judicial requirements; 

3. The transfer complies with the relevant agreements signed with you (including electronic agreements signed online and 

the applicable Terms of Service) or other legal documents; 

4. When we are involved in a merger, acquisition or bankruptcy liquidation, if it involves the transfer of personal 



information, we will require the new company or organization that holds your personal information to continue to be 

bound by this Privacy Policy; otherwise we will require the company or organization to ask for your authorization and 

permission once again. 

(III) Disclosure 

We only publicly disclose your personal information in the following cases: 

1. The disclosure has obtained your explicit consent; 

2. Disclosure based on law: We may disclose your personal information in accordance with mandatory requirements of laws, 

legal procedures, lawsuits or government authorities; 

3. The disclosure is for reasonable and necessary purposes such as implementing the Terms of Service or this Privacy Policy, 

safeguarding national security or social public interests, protecting the personal and property safety or other legitimate 

rights and interests of our customers, us or our affiliates, other users or employees; however, this does not include selling, 

renting, sharing or otherwise disclosing personal information for profit in violation of the commitments made in this Privacy 

Policy. 

Under the premise of complying with laws and regulations, when we receive an aforementioned request for disclosure of 

personal information made in accordance with laws and regulations or mandatory administrative or judicial requirements, 

we will require the relevant department to issue corresponding legal documents like subpoena or letter of investigation 

assistance, and will carefully review the request to ensure that it has a legal basis. In addition, the information we disclose is 

limited to data that law enforcement agencies have a legal right to obtain for specific investigative purposes. 

According to the law, if personal information has been de-identified and it can be ensured that the data recipient cannot 

restore and re-identify the data subject of personal information, sharing and transferring such information is not an act of 

sharing, transferring and disclosing personal information. Storage and processing of such information do not need to 

inform you or obtain your consent. 

IV. How We Store and Protect Your Personal Information 

(I) Information storage and cross-border transmission 

All your information and materials that we collect are stored within the territory of PRC. If cross-border transmission is 

required, we will separately obtain your authorization and consent. 

We only retain your personal information during your use of our services and within the shortest period required by laws 

and regulations. Personal information collected under the browsing-only function, such as browsing records and IP address, 

is stored for less than a month. Beyond that time limit, we immediately delete or anonymize the personal information. 

Deletion of personal information refers to the act of removing personal information from systems involved in realizing daily 

business functions, so that the information is in a state that cannot be retrieved or accessed. 

(II) Information protection 

In order to ensure the security of your information, we take various reasonable security measures, physical, electronic or 

management, to protect your information and prevent its leakage, damage or loss. Such measures include, without 

limitation, SSL, storage encryption, and data center access control. 

1. Data encryption: We store your username, mobile phone number, registered email address, QQ number, and WeChat ID 

in an encrypted manner to ensure that they cannot be obtained maliciously. 

2. Identity verification: We verify the legitimacy of user identity through the account password or the verification code sent 

to the mobile phone number bound to the account, to prevent unauthorized access. 

3. Access control: We strictly manage employees or outsourced personnel who may have access to your information, such 

as adopting different permission control for different positions, signing confidentiality agreements with them, monitoring 

their operations, etc. Users of the official website of ICLASS2024 can query and manage user information and resources 

only after identity authentication, and cannot manage user resources without identity authentication. 

4. Security audit: We sometimes access risk control platforms or certification platforms to monitor some scenarios or 



behaviors. For example, we may monitor abnormal behaviors such as abnormal login or registration through traffic analysis. 

We put in place security measures and provide reasonable security guarantee based on existing technologies, to protect 

your information and prevent its leakage, damage or loss. 

5. Account protection: Your account is equipped with the security protection function. Please keep your account and 

password properly. We take security measures to ensure that your information is not lost, abused or altered, such as 

backing up your username and password on other servers or encrypting them. Despite the foregoing security measures, 

please understand that due to technical limitations and various malicious means that may exist, even if we do our best to 

strengthen security measures, there are no "perfect security measures" on the information network. You should be 

responsible for any legal consequences caused by the leakage of your account and password due to your own reasons. 

When you conduct transactions on the official website of ICLASS2024, if you need to disclose your personal information 

(such as contacts, contact information, etc.) to the counterparty or potential counterparty, please properly protect your 

personal information. You should only provide your personal information to others when there is a necessity to do so. If 

you find that your personal information has been leaked or may be leaked, which may endanger the security of your 

account or cause you other losses, please be sure to contact us as soon as possible through the contact information 

specified in this Policy, so that we can take corresponding measures to maintain the security of your account and prevent 

the occurrence or escalation of losses. 

6. The Internet environment is not 100% secure. We try our best to ensure or guarantee the security of any information you 

send us. However, if an unfortunate security incident occurs, we will promptly inform you in accordance with the 

requirements of laws and regulations, including the basic situation and possible impact of the security incident, measures 

we have taken or will take, suggested measures that you can take to prevent and mitigate risks, remedies for you, etc. We 

will promptly inform you of the relevant circumstances of the incident by email, mail, phone call, push notification, etc. 

When it is difficult to inform subjects involved in the incident one by one, we will issue an announcement in a reasonable 

and effective manner. At the same time, we will actively report the handling of the security incident in accordance with the 

requirements of the regulatory authorities. 

V. How You Can Access and Manage Your Personal Information 

You may exercise the following rights with respect to your personal information in accordance with relevant laws and 

regulations: 

(I) Accessing your personal information 

You have the right to access your personal information, except for circumstances provided by laws and regulations. If you 

wish to access or edit your profile or other personal information in your account, you can perform such operations by 

visiting our PC site, app or mini program. 

If you are unable to access your personal data through the above methods, you can contact our customer service personnel 

at any time through our customer service number or our WeChat official account. We will respond to your request within 

the shortest time possible. 

(II) Updating or correcting your personal information 

When you need to update your personal information or correct errors in your personal information, you may perform the 

operation by yourself on our PC site, app or mini program, or contact our customer service personnel to do this for you. We 

will reply to your request within the shortest time possible. 

(III) Exceptions to obtaining prior authorization and consent for sharing, transferring, and disclosing personal information 

According to the law, we do not need to obtain your prior authorization and consent for sharing, transferring and 

disclosing your personal information under the following circumstances: 

1. The share, transfer or disclosure of the information is directly related to national security and national defense security; 

2. The share, transfer or disclosure of the information is directly related to public security, public health, or significant public 

interests; 



3. The share, transfer or disclosure of the information is directly related to criminal investigation, prosecution, trial and 

execution of judgments; 

4. The share, transfer or disclosure of the information is for the purpose of safeguarding the life, property and other 

significant legitimate rights and interests of the personal information subject or other individuals, but it is difficult to obtain 

the consent of the subject; 

5. The personal information subject has made the personal information publicly available; 

6. The personal information is collected from legally public channels, such as legitimate news reports, information 

disclosure of government departments, etc. 

(IV) Canceling your account 

1. If you decide not to use our services any more, you can apply to cancel your account. You can contact us via email 

(guojiaozhongxin1@163.com) and follow the steps we request. 2. Please note that if you apply to cancel your account: 

(1) We may retain some of your personal information to meet our legitimate business interests, such as detecting and 

preventing frauds and improving security. For example, if we deactivate an account of ICLASS2024 due to fraud or security 

reasons, we may retain certain information of that account to prevent that user from creating a new account in the future. 

(2) In order to comply with our legal obligations, we may retain and use your personal information after it is anonymized. 

For example, we may retain some of your information for tax, legal reporting and auditing obligations. 

(3) Even if you have cancelled your account of ICLASS2024, the information you share with others can still be publicly 

displayed on the website. However, your attribution to such information will be removed. In addition, we may retain certain 

copies of your information (such as login records) in our database, but your personal information will be de-identified. 

(4) After you cancel your account, we will stop providing you with products/services and delete your personal information 

at your request, unless otherwise stipulated by laws and regulations. If you have any questions about canceling your 

account, you can contact us via email (guojiaozhongxin1@163.com). Our dedicated personnel will give you a reply in time. 

After canceling the official account of ICLASS2024, all information in your account will be cleared, and we will no longer 

collect, use or share personal information related to the account. However, we will retain the information previously 

collected for a period of time in compliance with regulatory requirements. During that period, the competent authorities 

still have the right to inquire the information according to the law. 

(V) Responding to your request 

1. To ensure security, you may need to submit a written request or otherwise prove your identity when exercising the above 

rights. We may ask you to verify your identity before processing your request. We will respond to your request as soon as 

possible. If you are not satisfied, you can call our customer service number and contact our customer service personnel at 

any time. 

2. For your reasonable requests, we do not charge fees in principle, but for repeated requests that exceed reasonable limits, 

we may charge a certain cost depending on the situation. We may reject requests that are unreasonably repetitive, require 

excessive technical means, pose risks to the legitimate rights and interests of others, or are very impractical. 

In accordance with the requirements of laws and regulations, we cannot respond to your requests under the following 

circumstances: 

(1) The request is directly related to national security or national defense security; 

(2) The request is directly related to public security, public health, or significant public interests; 

(3) The request is directly related to criminal investigation, prosecution, trial and execution of judgments; 

(4) There is sufficient evidence that you have subjective malice or abuse of rights; 

(5) Responding to your request will cause serious damage to the legitimate rights and interests of you or other individuals 

or organizations; 

(6) The request involves commercial secrets. 

VI. Protection of the Personal Information of Minors 



1. The official website of ICLASS2024 is mainly for adults (in principle, people aged 18 and above; people aged 16-18 are 

also considered adults if labor income is their main source of livelihood). If you are a minor, you should read this Privacy 

Policy accompanied by your legal guardian before using our products and/or services, and can start using our services and 

provide your information to us only under the consent of your guardian. We protect the personal information of minors in 

strict accordance with relevant national laws and regulations. 

2. If your guardian does not agree with you to use our services or provide information to us in accordance with this Privacy 

Policy, please stop using our services immediately and notify us in time. 

3. For the personal information of minors collected with the consent of parents or legal guardians, we only use or publicly 

disclose such information to the extent permitted by law, with the explicit consent of parents or guardians or when it is 

necessary to protect minors. 

4. If you are the guardian of a minor, should you have any questions about the minor under your guardianship using our 

services or the information provided to us, please contact us in time. We protect the confidentiality and security of the 

information of minors in accordance with relevant national laws and regulations and the provisions of this Policy. If it is 

discovered that we have collected personal information of minors without the prior consent of a verifiable parent or legal 

guardian, we will delete the relevant data as soon as possible. 

5. For the personal information of children under the age of 14 that may be involved, we further take the following 

measures: 

(1) For the personal information of children under the age of 14 that has been collected, in addition to complying with the 

provisions of this Policy on personal information protection, we also uphold the principles of justification and necessity, 

informed consent, clear purpose, security and legal use. We store, use and disclose such information by strictly following 

the Regulation on the Protection of Children's Personal Information Online and other laws and regulations. We will not 

store the information exceeding the period necessary to achieve the purpose of collection and use, and will delete or 

anonymize the personal information of children beyond the aforesaid time limit. 

(2) Children or their guardians have the right to access and correct their personal information at any time, and can also 

submit correction and deletion requests to us. If you have any comments, suggestions, or complaints or want to report on 

matters regarding children's personal information, please contact us at any time. We are here to help you. 

VII. Updates to This Policy and Notification 

(I) Updates to this Policy 

1. We may change this Privacy Policy from time to time. We will not reduce your rights under this Privacy Policy without 

your explicit consent. We will post any changes to this Privacy Policy on this page. 

2. If the changes are significant, we'll provide a more prominent notice (including, for certain services, email notification of 

Privacy Policy changes). 

Significant changes of this Privacy Policy include, without limitation: 

(1) Significant changes in our service model, such as the purpose of processing personal information, the type of personal 

information processed, the way of using personal information, etc.; 

(2) Significant changes in our ownership structure, organizational structure, etc., such as business adjustments, changes of 

owners due to bankruptcy and merger, etc.; 

(3) Changes in the main objects of personal information sharing, transfer or public disclosure; 

(4) Significant changes in your rights to participate in the processing of personal information and in ways you can exercise 

the rights; 

(5) Changes in our department responsible for handling personal information security, our contact information or 

complaint channels; 

(6) When the impact assessment report on personal information security indicates that there is a high risk. 

We offer access to archived versions of this Policy for your review. 



(II) Update notification 

For any updates of this Policy, we will notify you through our app, mini program, or WeChat official account, or publish an 

announcement on our official website. In order for you to receive our notifications in a timely manner, it is recommended 

that you notify us in time when your contact information is changed. If you continue to use XX services after the updated 

Policy takes effect, it means that you have fully read, understood, and accepted the updated version and are willing to be 

bound by the updated Policy. 

VIII. How to Contact Us 

If you have any questions, comments or suggestions about this Policy, please contact us via email (iclass2024@sjtu.edu.cn). 

Under normal circumstances, we will reply within fifteen days (postponed in the event of national statutory holidays). 

IX. Dispute Resolution 

If you are dissatisfied with our reply, especially if our processing of personal information damages your legitimate rights 

and interests, you can also report to the Office of the Central Cyberspace Affairs Commission, the competent administration 

for industry and commerce, and other regulatory authorities. Among them, the official website of the Office of the Central 

Cyberspace Affairs Commission for reporting illegal and harmful information is: https://www.12377.cn/. 

For any dispute arising out of or relating to this Privacy Policy and our processing of your personal information, either party 

may file it to the People's Court of Pudong New District, Shanghai City, where East Star Event Management Co., Ltd is 

registered. 

We would like to remind you once again that you should read carefully this Policy, especially the bolded content. By 

clicking the "Register Now" button, you are deemed to have fully accepted this Policy. Please make sure that you have 

known and fully understood all content of this Policy before clicking. 

 


